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director-general of MI15 has warned banks and financial services
companies that commercially sensitive information is at risk of being
compromised by Chinese computer hacking..J U 0O U 0O 0O U O O
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[1 According to private sector security specialists, Jonathan Evans,
who took over as chief of MI5, the Security Service, in April,
delivered the warning in an unusual letter to the companies, saying
the threat came from Chinese state enterprises. [ [ 0 U O O O [
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[1 Although it has long been considered a risk by MI15, Chinese
hacking has become a growing concern to the agency. The decision
to send a letter to private companies appears to be an attempt to
emphasise that it is not only government computers at risk from
Chinese hackers, but those from the private sector too. [ [J [ [ [
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not clear whether a particular incident, or spate of incidents,



prompted the letter. Government officials would not confirm the
letter’ sexistence. Ll O U0 O0O0O0OO0OOOOOOOOOO
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public speech last month, Mr Evans expressed irritation that his
service, stretched by its anti-terrorism mission, had to devote
resources to espionage by Russia and China. * Despite the cold war
ending nearly two decades ago, my service is still expending
resources to defend the UK against unreconstructed attempts by
Russia, Chinaand otherstospyonus.J OO OO0 O0OOO
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continue to devote considerable time and energy trying to steal our
sensitive technology on civilian and military projects, and trying to
obtain political and economic intelligence at our expense. They do
not only use traditional methods to collect intelligence but
increasingly deploy sophisticated technical attacks, using the internet
to penetrate computer networks,” hesaid..J 0O 0O 0O 0O O 0?0 O
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had delivered a similar message in private speeches. Financial
companies, along with others in the fields of communications, food,
en-ergy, water and others, are regarded as part of the critical national
infrastructure. 1 O OO0 00000000 oOOooOO

[1 (Centre for the Protection of National Infrastructure)d [ OO [ [
Jo0o0dobododoodoooouooooondM™r
Evans oversees the Centre for the Protection of National
Infrastructure, an interdepartmental agency devoted to reducing the
vulnerabilities of these key sectors of the economy. 100Test [ [J [
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